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NVD CVE-2021-44228 (Vulnerability in Apache Log4j) 
 
Thank you very much for your continued patronage of Programmable Operator Interface - MONITOUCH. 
This is to notify that none of our products are impacted by the vulnerability (CVE-2021-4428) in Apache Log4j. 
Please read this report for details.  
 
1. About vulnerability 

In the following section, we report the impact of the vulnerability (CVE-2021-4428) in Apache Log4j, which 
was published in NATIONAL VULNERABILITY DATABASE, on our products. 
 
Link to CVE-2021-44228: https://nvd.nist.gov/vuln/detail/CVE-2021-44228 

 
2. Impact on our products 

The following products are NOT impacted as they do not integrate Apache Log4j, which is the subject of 
this vulnerability. 
- MONITOUCH X1 series 
- MONITOUCH V9 series 
- MONITOUCH TS1000S series 
- MONITOUCH TS2000 series 
- MONITOUCH V8 series 
- MONITOUCH TS1000 series 
- V-SFT Ver.6 
- V-SFT Ver.5 
- TELLUS and V-Server Ver.4 
- TELLUS and V-Server Ver.3 
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